
Enable Two-Factor Authentication

● Providing stronger protection against unauthorised access 

to user bank accounts

● Adding an extra layer of security to your FV Bank account — 

an additional login verification step using google 

authenticator
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Step 1 Visit https://portal.fvbank.us/login and enter credentials to login into your FV Bank business or individual account.

https://portal.fvbank.us/login
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Step 2 Once you are logged in, click on your “username” in the top right corner.
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Step 3 Click on “Two Factor Authentication” in the top right corner of your profile dashboard.

The screen will show the link to set up the two-factor authentication using Google Authenticator.
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Step 4 The screen will show the QR code or secret key to set up the two-factor authentication using Google 
Authenticator.

To use Google Authenticator on your smartphone, search for and download “Google Authenticator”
from either the Apple or Android store.

Open the Google Authenticator app on your phone, and either scan the QR Code or enter the setup key 
generate the 2FA code.
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Step 5 Enter the code generated by the Google Authenticator and click on “Enable 2FA”

Step 4 After scanning the QR code or providing the secret key, the google authenticator will generate a 6 digit 
verification code. Go to your FV Bank web application and click on “Verify”


